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Abstract of the contribution: The interpretations of UE non-tracking by the operator requirement are provided, and a way forward is suggested.
1. Introduction
For clarification on V2X requirement of UE non-tracking by operator, a LS was sent to SA1 (S3-160789) during SA3 meeting #83 in May, for which SA1 responded that they needed more time to consider, until SA1#75 meeting in August. While SA3 is waiting for the clarification from SA1, it would be worth of understanding options available by reasoning and possibly to agree a way forward. Additionally, just in case SA1’s clarification is not enough and brings more questions or even confusions for SA3, it is proposed to send an LS to SA1 with more clarification.
2. Discussion 
To recap, the current V2X privacy or anonymity requirements from TS 22.185 [1] is as follows:
[R.5.3-004]
The 3GPP system shall support the anonymity of UE supporting V2X application and the integrity protection of the transmission.

[R.5.3-005]
The 3GPP system should be able to support UE privacy for V2X communications, by ensuring that a UE cannot be tracked or identified by any other UE beyond a certain short time-period required by the application.

[R.5.3-006]
Subject to regulatory requirements and/or operator policy, the 3GPP system shall support UE privacy for V2X communication, such that UEs cannot be tracked or identified by the operator or a third party.
At SA1#74 in May, to clarify the concerns about the UE non-tracking by operator requirement, the following change is proposed as a CR to TS 22.185 (S1-161519). However, this is only noted mainly because of concerns raised by LS from SA3 (S3-160789).
[R.5.3-004]
The 3GPP system shall support the integrity protection of the transmission for a V2X application.

[R.5.3-005]
Subject to regulatory requirements and/or operator policy for a V2X application, the 3GPP system should be able to support anonymity and privacy of a UE using the V2X application, by ensuring that the UE cannot be tracked or identified by any other UE beyond a certain short time-period required by the V2X application.

[R.5.3-006]
Subject to regulatory requirements and/or operator policy for a V2X application, the 3GPP system shall be able to support anonymity and privacy of a UE using the V2X application, such that the UE cannot be tracked or identified by the operator or a third party.
The proposed change is indicating that this is not a mandatory requirement, but optional capability to be supported, depending on the regulation and operator policy. 
Considering discussions until today, the following interpretations seems possible:
1. UE non-tracking by the operator is an optional requirement for LTE V2X (i.e. it can be a subscription based application service, with clear and knowledgeable consent from users, or some services are not in the scope of mandatory V2V services specified by a certain pending regulation [2][3]).
a. Or, even if UE non-tracking by the operator might be a mandatory requirement for LTE V2X, but for a LTE system’s normal operation, the non-tracking requirement for operator is about LTE V2X service identity only (i.e. not about other conventional UE identity or tracking feature of LTE system).  
2. UE non-tracking by the operator is a mandatory requirement, so operators should not be able to identify or track UE for LTE V2X.
3. Both cases of 1 and 2 are allowed, and it is all subject to regulatory requirement and operator policy. These could be implemented in the 3GPP standard, as a single unified solution, or two separate solutions.
It is not easy to expect any operators without having relevant regulation in their service region, to invest and deploy new pseudonymity system for V2X, giving up proper tracking or charging, for example. On the other hand, it is also not clear an operator in the region with privacy regulatory requirement and high expectation for V2X UE non-tracking by the operator, is to risk of not preparing of UE non-tracking by the operator requirement. Therefore, it seems only right to include and support both options, which happens to be option 3 above. Although it depends on the SA1 response, SA3 can agree to use this as working assumption for the time being.
NOTE:
In case of interpretation 1, it needs to be considered whether or when to pursue the standardization of that optional requirement in 3GPP.
Proposal 1: The working assumption on UE non-tracking by the operator requirement of V2X is to support both options of UE tracking and non-tracking by operators until SA1 clarification.
The concerns raised during SA3#83, include impacts on network functionality, operator business, 3GPP authentication, charging, fault tracing, and accounting. These kinds of concerns should be clearly understood, and thus it need to be agreed that there could be missing parts or limitation in the features currently supported by LTE system due to technical infeasibility when the operator non-tracking requirement is supported by 3GPP specifications. For example, there might be difficulty in collecting and using detail charging data record, and thus different charging schemes could be considered, such as subscription based charging.
Editor's note: The example charging/billing system is just for illustration, not an indication of any preferred direction, which is out of SA3 scope.
Proposal 2: It is proposed to send LS to SA1, with more clarification of options of UE non-tracking by operator requirement as discussed above. The LS will also ask confirmation of agreement that depending on the solution, existing features might be not fully supported, for example, in the area of 3GPP authentication, charging, fault tracing, accounting and others.
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